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1.0 Scope

The scope of this test plan is primarily focused on Initial Operating Capability (IOC) System Test (ST) and includes some preliminary planning guidelines for User Acceptance Test (UAT).  The FMS client application will be available for UAT immediately after System Test and product packaging/delivery preparations.  SRA is prepared to assist with UAT.
1.1 Identification

This FMS Test Plan describes the test environment; general test requirements and schedules; and data recording, reduction, and analysis necessary to test the application and the associated data schema.  This document complies with the standards/ guidelines specified in IEEE 12207 and the Force Management System (FMS) Test and Evaluation Management Plan (TEMP).  

FMS consists of nine business areas:

1. Application Control Module

2. Release Control Module

3. Issue Module

4. Force Scenario Module

5. Unit Scenario Module

6. Authorization Document Module

7. Requirements Document Module

8. Basis of Issue (BOI) Module

9. External Library Data

These business areas are grouped into two basic functions; libraries and modules.  Libraries are identified as data resources that are linked into FMS constructed products.  The module business areas are business areas that represent primary internal product development within the FMS system.

The SRA Test Team will prepare test cases for the FMS client application at the System Test level.  These test cases are working documents until completion of System Test.  Working copies will be included in the delivery of the FMS Test Procedures document.  The Test Team will update these test cases after completion of System Test and provide the finalized version to the Government at that time.  

1.2 System Overview

The U.S. Army Force Management System Agency (USAFMSA) provides automation support to members of the Force Management (FM) community for the purpose of integrating data, applications, databases, and Automated Information Systems (AIS) sustainment services.  The FMS client application provides the FM community with graphical user interface (GUI) applications that support the following five functions:

	· Force Requirements - (Requirements Document Directory)
	Force Structure packages based on doctrinal information from the Training and Doctrine Command (TRADOC) that dictate the personnel and equipment necessary for a given force.

	· Force Authorization – (Authorization Document Directory)
	Reconciles the personnel and equipment for an existing force with new doctrine within available Army resources. 

	· Force Accounting 
	Allocates personnel to open billets by branch across the Army.

	· Manpower Allocation
	Provides projected budgeting for a force of personnel and equipment as dictated by doctrine.

	· Force Builder
	Provides force projections 7-10 years into the future.


Initial Operating Capability (IOC) will include Force Requirements and Force Authorization functionality and will constitute the Applications under Test (AUT) for the purposes of this document.  Force Requirements will be developed and tested during Increment 1 while Force Authorization is developed and tested during Increment 2.  The System under Test (SUT) consists of the web-based client along with the necessary database and runtime components, to support the full range of FMS functionality.  Figure 1-1 illustrates the relevant architecture and components of the SUT for the purpose of test planning.
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Figure 1-1.  FMS End-State provides “one-stop shopping” for external systems.

As depicted in Figure 1-1 the client portion of the application resides on the user workstation.  These workstations contain the Windows 2000 professional operating system.  The web server cluster includes the web services to manage data flow in the business subsystems.  All interactions between the database and the middle tier are through the Oracle Net8 Telecommunications Protocol/Internet Protocol (TCP/IP) and assume all elements within the FMS Security Enclave are on the same LAN.  All client interaction with the database or the web service cluster is through an Extensible Markup Language (XML) format over a Secure Socket Layer (SSL) connectivity and assumes all elements are outside of the LAN.   
1.3 Document Overview

The following is a high-level description of the information contained in this document:

a. Chapter 1 describes the scope of FMS testing effort.  It provides the title and abbreviation of the system and describes the business functions to which this test plan applies.

b. Chapter 2 provides a list of the documents used in developing this test plan.

c. Chapter 3 provides information pertaining to the hardware and software environment and the activities necessary to install, test, and control the test environment.

d. Chapter 4 provides the high-level formal qualification test descriptions.  This chapter contains the general test requirements, test classes and test level.  Also provided is a sample mapping of test cases to test objectives and test classes/subclasses.

e. Chapter 5 identifies how the test results will be recorded, how the metrics will be collected, and the data reduction and analysis process.
f. Chapter 6 identifies the plan for testing functionality scheduled for release in version 6.x of the FMS software.

g. Appendix A contains an alphabetical listing of all acronyms and abbreviations and their meanings as used in this document.

h. Appendix B provides an example of the Requirements Traceability Matrix (RTM) that provides a mapping of requirements to test cases. Since test case development is not complete, the actual RTM will be updated in the final FMS Test Procedures deliverable.

1.4 Relationship to Other Documents

Previously, SRA developed the Force Management System (FMS) Test and Evaluation Management Plan (TEMP).  This document serves as a complimentary document to the TEMP and describes the testing effort associated with the FMS client application.
1.4.1 Configuration Control Documents

The entire FMS test program is dependent upon a stable, controlled test bed and reliable configuration management of all applications and utility software undergoing test.  Configuration control of the FMS environment is conducted according to the practices and procedures specified in the FMS Configuration Management Plan (CMP), FMS CM Standard Operating Procedures (SOPs), and referenced in the FMS Development Standards and Procedures Manual (DSPM).  The testing procedure, process, and methodology are based on the FMS TEMP. 

1.4.2 Test Procedures

The FMS Test Procedures document contains the actual test cases that will be executed as part of System Test.  As testing proceeds, the test procedures will be revised and expanded accordingly.

1.4.3 Requirements Baseline

Once FMS requirements are base-lined, an RTM will be generated to show the association of system requirements and test cases that demonstrate test coverage.

1.4.4 FMS Test & Evaluation Report

The final test results will be documented in the FMS Test & Evaluation Report, to be delivered 30 working days after the conclusion of the FMS testing. 

2.0 Referenced Documents

The following documents are referenced in this document or by extension, the FMS TEMP.  In the event of a conflict between this test procedure document and either the TEMP or other reference material, this test procedure document supersedes previous reference documents. 
2.1 Standards Documents

· IEEE/EIA 12207.0, Information Technology-Software Life Cycle Processes.  

· IEEE/EIA 12207.1, Guide for ISO/IEC 12207, Standard for Information Technology – Software Life Cycle Processes – Life Cycle Data.

· IEEE/EIA 12207.2, Guide for ISO/IEC 12207, Standard for Information Technology – Software Life Cycle Processes – Implementation Considerations.

· DoD Federal Acquisition Requisition (FAR) Supplement 52.227-7013, 52.227-7018, and 52.227-7029.

2.2 Project Documents

· USAFMSA Millennia contract number GS00T99ALD0211, Task Order T0000AJM002, Section C – Description/Specifications/Work Statement for FMS.
· FMS High-Level System Design, dated 29 December 1999.

· FMS Development Standards and Procedures Manual, dated October 6, 2000.

· FMS Configuration Management Plan, dated March 2001.

· FMS Quality Assurance Plan, dated March 2001.

· FMSA-SOP-TEST-01-Test Plan Updates, dated March 2001.

· FMSA-SOP-TEST-02-Test Set-Up, dated August 7, 2000.

· FMSA-SOP-TEST-06-Test Metrics, dated August 2, 2000.

· FMSA Test and Evaluation Management Plan, dated November 13, 2000.

· FMS Detailed Design Document (Increment 1), dated May 3, 2002.

2.3 Vendor Documents

· Mercury Interactive, Test Director Tutorial, Version 7.0, 2001.

· Mercury Interactive, WinRunner User’s Guide, Version 6.0, 1994-2001.

· Telelogic, DOORS User Documentation, Version 5.2, 2001.

3.0 Software Test Environment

The test environment will be divided into three layers. Two layers will be specified by SRA.  The third, the client layer, is a constraint in that it has been specified as G3 standard Windows 2000 based clients (Pentium III or IV processors at 700Mhz or better, 128MB RAM or better, 10GB hard drives or better with a minimum of TBD GB set aside for FMS).  The other two layers are the Datastore layer consisting of a Sun server with one or more disk arrays and three Windows 2000 Servers running the middle tier.

The Datastore tier will host the following FMS components:

· FMS Integrated Database

· Transformation Services (for external interface support)

· External Library File or Staging Tables (for external interface support)

The middle tier will host the following software services:

· Rules Services

· Site Services

· System Rules Manager Services

· Interface Services

· Report Server

· NLP Query Engine

The client tier will host the FMS application.  

The test lab consists of 2 workstations.  Both workstations designated as FMSCLIENT1 and FMSCLIENT2 will serve as user workstations, both representing the client tier.  FMSWEB1, FMSWEB2 and FMSWEB3 will represent the middle tier (server cluster) and FMSDATA will host the FMS datastore tier. More detailed descriptions of the hardware, software, and connectivity configurations follow.
3.1 SRA Test Environment

Hardware and software to support System Test will be configured in the FMS Test Lab at SRA Arlington Plaza.  This test environment replicates, on a smaller scale, the salient features of the target environment, in a controlled and documented configuration.   

The FMS System Test Team will use Windows 2000 professional workstations configured similarly to the production environment.  Test suite software will include all the Applications Under Test (AUTs), any system software required to run the applications under test (e.g., operating system, etc.), the test software and support software.  Descriptions of the configuration of each test workstation are provided in sections 3.2 and 3.3 below.  In addition, the Test Team will capture detailed information on workstation software configuration parameters. 

The testing environment will operate at the unclassified level throughout the test period.  Permissions and passwords provided by the System Administrators (SA) are required to log in to the system in order to ensure data and system integrity.  The sections below describe the hardware, software, and connectivity components of the test environment.  
3.2 Software Items

This section defines the software items required for FMS and is subject to change.  The minimum suite of software required for testing consists of software for one Sun Server and three Windows 2000 professional workstations.  The database software, Oracle 8i, resides on the Sun Server and each of the client workstations contains the individual FMS application.  The software and test data for testing at the SRA facility are unclassified.   There will be four unclassified testing iterations per increment before moving to the deployment site.  The deployment site consists of two environments, one classified and one unclassified.  These environments will be at the CTO.  Once installed in the deployment environment, there will be one test-iteration in each of the unclassified and classified environments.  The software details for each test hardware suite follow:
a. FMSDATA  Database server (Datastore Tier) – Sun SPARC server
· Solaris, Version 2.8, 64-bit

· Oracle, Version 8.1.6.0.0, 64-bit version (will upgrade to Version 8.1.7 during the testing process)

· Net8 (formerly known as SQL*NET), Version 8.1.7.2.0

· SQL*PLUS, Version 8.1.7.0.0

· PL*SQL, Version 8.1.7.2.0

· Oracle Database Interface Library

· Oracle Enterprise Manager (Back Up Job Utility), Version 2.1.0.1.0

b. FMSWEB1, Server Cluster (Middle Tier) 
· Windows 2000 advance server

· Wise Installation System

· Microsoft .Net

· Microsoft Visual Studio for Applications (VSA runtime)

c. FMSWEB2, Server Cluster (Middle Tier) 
· Windows 2000 advance server

· Wise Installation System

· Microsoft .Net

· Microsoft Visual Studio for Applications (VSA runtime)

d. FMSWEB3, Server Cluster (Middle Tier) 
· Windows 2000 advance server

· Wise Installation System

· Microsoft .Net

· Microsoft Visual Studio for Applications (VSA runtime)

e. FMSCLIENT1 User Workstation (Client Tier)
· Windows 2000 professional 

· FMS software installed via Wise installation system

f. FMSCLIENT2 User Workstation (Client Tier)
· Windows 2000 professional 

· FMS software installed via Wise installation system

3.3 Hardware and Firmware Items

Figure 3-1 represents the hardware test configuration that will be used for the System Test effort at the SRA facility.   The test environment will include access to print services as well as a common reports directory.  This print service access is in addition to the equipment stated above.  The actual configuration for classified testing will be similar, but the exact configuration is still TBD.  The information below details the types of hardware and their associated hardware components.  It does not detail the SRA Server or LAN as these are just vehicles to store and print reports.  
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Figure 3-1.  Notional Hardware Architecture

a. FMSDATA  Database server (Datastore Tier) – Sun SPARC server
· Sun Enterprise 420R

· 1024 Megabytes RAM

· Dual450 MHz Processors

· SUN D1000 Disk Array – 218 Gigabytes capacity.

b. FMSWEB1, Server Cluster (Middle Tier)
· X86 Intel based

· Dual Processor

c. FMSWEB2, Server Cluster (Middle Tier)
· X86 Intel based

· Dual Processor

d. FMSWEB3, Server Cluster (Middle Tier)
· X86 Intel based

· Dual Processor

e. FMSCLIENT1 User Workstation (Client Tier)

· Compaq Deskpro EN Series PC AT/AT Compatible

· 700 MHZ Pentium III

· 128 MB RAM

· TBD GB Hard Disk 

· 10 GB free 

· 10/100 ethernet card

f. FMSCLIENT2 User Workstation (Client Tier) 

· Compaq Deskpro EN Series PC AT/AT Compatible

· 700 MHZ Pentium III

· 128 MB RAM

· TBD GB Hard Disk 

· 10 GB free

· 10/100 ethernet card

3.4 Installation, Testing, and Control

This section describes the installation responsibilities for testing the FMS client application, the general testing approach, and the control mechanism used to insure a sterile System Test environment.  Also included in the section is the specification of the dependencies on other FMS teams (Development, System Administration and Database Administration) in accomplishing System Test. 

3.4.1 Installation Responsibilities 

During development, the Configuration Manager (CM) is responsible for installing the FMS system in the development environment.  In configuring the development environment, the CM adheres to established configuration management procedures.  Periodically, after coordinating with the Test Lead, the Development Team freezes their development and delivers a test worthy version of the application to CM.  CM will build a release version and provide this version to the Test Team for installation on the test environment.  The Test Team will install the product on the applicable test machine.  The FMS Database Administrators (DBA) and SA assist in installation where needed.

3.4.2 General Test Approach 

Figure 3-2 shows the testing life cycle for the FMS client application.  There is a significant testing effort proceeding the system level testing.  The responsible parties for each testing phase are delineated below.

a. Code and Unit Test (CUT) – Development team

b. Software Integration Test (SWIT) – Development team

c. System Integration Test (SIT) – Development and Test Team
d. System Test (ST) - Test Team 
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Figure 3-2.  FMS Testing Process

As shown in the figure above, developers are responsible for completing testing through SWIT.  The SIT phase is a partnership between the Development and Test Teams.  This phase enables developers to verify that the different software modules work correctly in an integrated environment.  In addition, it provides the Test Team the opportunity to see the software and update test cases prior to entering System Test.   The Test Team is responsible for completing System Test.  In the System Test phase, the Test Team will test the complete functionality of the software.

The Test Team will adhere to the ELITE™ methodology and the FMS DSPM to System Test the FMS client application.  Per these documents, System Test will be requirements based.  The source documents for System Test are test cases developed from System Requirements Specification (SRS) as documented in PVCS Tracker.  Another deliverable, the FMS Test Procedures, will contain system test cases.  The Test Team will execute these test cases as written, documenting the results on the test case form.  The Test Team will map SRS requirements to test cases, ensuring that all SRS requirements are tested.  Appendix B of this document provides a representative sample. During System Test, the Test Team will keep a record of requirements that were totally satisfied, partially satisfied, or unsatisfied.  The Test Lead will use this information to advice the Project Configuration Control Board (CCB) during a Release Readiness Review (RRR).

The Entry and Exit Criteria will be adhered to throughout the test process from CUT through System Test. The software development team will create their criteria for unit testing. As a prerequisite, the Pure Coverage test tool will be utilized during CUT and the test results will be provided to the Test Team for further evaluation.   Also, the Development Team will furnish unit test results to the Test Team as part of the System Test Entry Criteria.

The remainder of this chapter provides information on the control mechanisms used during testing.  It includes the Development, Test, and the Product Support Teams responsibilities as they apply to System Test.

3.4.3 General Procedural Guidelines

General guidelines for the System Test process are as follows:

· All code will be maintained under CM control

· Tests are executed based on procedures and documented in the FMS System Test Procedures

· System Tests will be performed by the System Test Team

· As problems are identified, test engineers will enter Problem Reports (PRs) in tracking tool; SRA will use Merant’s product, PVCS Tracker

· Critical problems will be fixed and regression tested prior to entering System Test.

3.4.4 Test Control Mechanisms 

The Development and Test Teams will use the following mechanisms to ensure a sterile test environment: 

· Development will place the version release software into an area controlled by CM at the software release date 

· CM will build a version release copy from this area and provide this copy to test

· The Test Team will install the build version software on the test machines

· The Test Team will perform full system testing on each version release build.

The Test Team will further control the testing process by dividing the effort into test sessions.  A test session is a scheduled block of time when the Test Team will execute specific sets of test cases.  These sessions serve as the basis for recording test results.

In addition, the Test Team will use software metrics to determine software maturity.  The Test Lead will use a tracking matrix, which analyzes time spent on test cases and highlights problems impacting test completion.  Refer to Chapter 5 for additional details on metrics and test data analysis.

During System Test, the Test Team will execute all test cases.  The team will log and review the test results.  The testers will record failures or discrepancies on Problem Reports (PRs).  The Test Team will perform regression tests on corrected problems.

3.4.5 Product Support Team Responsibilities

The Product Support Team consists of the Database, CM, System Administration, and Test Teams.  The responsibilities of each team are discussed below.

3.4.5.1  Database Responsibilities

 In general, the Database team responsibilities include the following:

· Establish and maintain the test database

· Establish Oracle test accounts necessary to verify data quality during testing 

· Perform backups of the test database

· Assist in restoring a clean test environment after each test iteration
3.4.5.2 CM Responsibilities 

In general, the CM responsibilities include:

· Creating a controlled environment using an established CM code control tool – presently Visual Source Safe

· Building software versions for delivery to the Test Team

· Creating a controlled environment for tracking problems using an established CM control tool – presently PVCS Tracker

· Establishing the baseline for all software code, documentation, and hardware 

· Controlling changes in hardware configurations and software baselines 

· Performing configuration identification of the test baseline FMS software and hardware environments 

· Performing configuration status accounting and incorporate changes to baseline and status accounting databases 

· Retaining an update master and critical copies of baseline items (e.g., documents and computer program media) as needed 

· Distributing released baseline software and changes 

· Collecting and preparing materials for configuration audits. 

3.4.5.3 Test Team Responsibilities 

The Test Team will prepare test plans and test cases, perform testing, document all discrepancies using the designated CM tool/process, and document test results.  The Test Lead is responsible for verifying adherence to documented test and CM procedures during testing.  More detailed responsibilities of each follow.

3.4.5.3.1 Test Lead Responsibilities 

The Test Lead is responsible for overseeing the testing process.  This responsibility includes:

●
Prior to system test, Test Lead conducts a Test Readiness Review (TRR).  This ensures that the FMS team is ready to enter System Test
●
Ensuring the test environment is properly configured and ready for test

●
Developing test schedules

· Assigning testers for each group of tests performed

· Managing test development and execution

· Providing version release recommendations

· Preparing post-test reports

· Establishing test metrics.

3.4.5.3.2 Test Team Responsibilities 

In coordination with Development, the Test Team will plan, conduct, and report on testing as described below.

· Prior to testing, the Test Team is responsible for the preparation of the test plan, test procedures, and test cases as well as performing incremental SIT.  This includes developing the test scenarios, test steps, test scripts, and associated predicted results. 

· The Test Team will dry run the test cases prior to the start of official testing when applicable.

· The team is responsible for conducting the final Integration and System testing.  In conjunction with Development, the Test Team will review the test results and document those results in the FMS Test Report.

· During the test session, the testers will identify each test case before executing it.  The testers will fail any test that does not execute as expected and issue a PR.  The PR will identify the test failure and the software baseline. 

· The final test logs will identify the test cases that were executed, the date they were executed, the software baseline they were executed against, whether they passed or failed, the test steps where failures occurred, and any PRs written against each test case.  The RTM will be updated to include the resultant test status.  Thus, each requirement will be marked with one of the following statuses:  “fully demonstrated”, “partially demonstrated”, or “not demonstrated.”

The testers will note any requests for ad hoc testing from members of the project team.  If those tests can be executed without interfering with planned tests or disrupting the test schedule, they may be executed at the Test Lead’s discretion.  The team will conduct this ad hoc, “free play” testing at the end of the test session.  The team will record the procedures followed and test results.  This information will be included in the test documentation provided to CM at the end of testing.

3.5 Levels of Testing

The FMS end state system will undergo the following phases of testing:

●
Unit Test

· Data Conversion and Migration

●
SRA Internal System Test

●
Regression Testing

· Client Site User Acceptance Test (this may be preceded by Client Site System Testing, as feasible).

All test phases with the exception of unit test assume that the AUT code has been successfully placed under CM control.  After that point, when testing detects an error or issue, then PRs will be generated.  

Unit Test

As previously stated in the FMS TEMP, the software developer will conduct unit testing.  However, unit test results should be reviewed by the development technical lead as part of the process of approving the software modules and turning them over to CM control.  Unit test results, in the form of developer notes or other artifacts, such as pure coverage test results should be noted in the appropriate Software Development Folder (SDF).

3.5.1 Data Conversion and Database Migration

Data conversion and database migration is the responsibility of the Database Administration group.  However, when the legacy data is converted and migrated into the new FMS Oracle database, the DBA will verify that the conversion has occurred without error or incident using the database utilities and methods available.  The data conversion and migration process will be documented in a Migration Plan or similar document.  

3.5.2 Regression Testing

Regression testing will be done to verify that code modifications have not introduced new errors into the SUT.  Regression testing is often done to verify that a code “fix” has indeed resolved a previously identified issue.  However, additional test cases may be performed to verify that code modifications have not unintentionally affected previously verified functionality.

After an initial baseline version of the FMS code has been put under CM control, later versions will be regression tested as appropriate.  Regression testing may focus on the specific test cases that failed in an earlier iteration, but may also utilize related test cases to verify surrounding software functionality.  Regression testing re-uses a subset of system test cases identified for this purpose.

The Test Team will integrate the automated test tool, WinRunner, into the regression test process.  The team will determine highly repeatable tasks and target those for automation.   

3.5.3 Benchmark Testing

SRA will benchmark the FMS client application during integration testing on a workstation similar to a client user workstation.  SRA will use LoadRunner and it’s available monitoring features to establish benchmarks for memory usage, CPU usage and throughput.

Automated Testing

Pure Coverage will be used for testing unit code, and will also be utilized during System Test to identify the extent of code coverage. Load Runner will be used to establish benchmarks and test for system performance. WinRunner will be mostly used for regression testing, redundant processes and where applicable. 

The team will use LoadRunner to exercise the system over a given period of time, e.g., one to two weeks.  The team will develop scenarios that simulate normal to high system usage over a given period.  

3.5.4 Client Site User Acceptance Test (UAT)

The overall purpose of the UAT is to verify that an operationally ready version FMS will be suitable for delivery to the client as Version 1.0.  The UAT will include testing by members of the User Review Panel to verify that the application meets the needs of the users. The UAT will test the software and verify that any remaining issues are identified for eventual resolution prior to the client’s acceptance of the system to be delivered.  As with any defects identified through the testing process, UAT problems will be documented as PRs and then evaluated for severity and priority of resolution.  It is expected that more severe or urgent issues would be resolved prior to system delivery while minor issues may be deferred for a later release, according to the evaluation of the client and FMS technical and project management.  

The UAT will include testing in classified and unclassified environments.  If system interfaces are available for testing, they will be included in the UAT.  The UAT is to be followed by code fixes and regression testing, and preparations for the deployment of the new FMS system.  

4.0 Test Criteria

4.1 FMS Tests

The following paragraphs provide the guidelines for developing SIT/ST, describe the steps involved in developing test cases, show the Test Plan architecture, and conclude with test case summary information relative to FMS functionality.

4.2 System Integration/System Test Guidelines

The objective of the System Integration/System Test is to ensure that the software meets the functional and performance requirements as documented in the requirements database. SRA’s FMS Test Team will plan, conduct, and document the results of system testing.  General guidelines for testing are provided below:

●
Test the database through the graphical user interface and independent verification using SQL queries. 

●
Test interfaces to any supporting software.

●
Reaffirm basic functionality: test nominal, extreme, and erroneous input conditions; test outputs under nominal, extreme, and erroneous input conditions; test error detection, error recovery, and error messages.

●
Test all of the windows, reports, and supporting software using scenario-based and functional thread test cases.  Scenario-based test cases are developed by decomposing each system requirement to its lowest level.  The inputs, processes, and outputs associated with each requirement will be evaluated, and specific tests will be defined.  The tests will verify that the software processes both valid and invalid inputs correctly.  Logically related requirements are grouped into test cases; and logically related test cases are grouped into scenarios that reflect specific information processing flows.  These scenarios reflect a typical user's interaction with the system.

4.3 Test Case Development Steps

Test case development is an involved process.  SRA’s Test Team ensures that all SRS requirements are met.  The following is a description of the testing process used to ensure test validation of all SRS requirements. 

First, the Test Team will group all SRS requirements functionally.  This grouping process creates the base structure for the Plan Architecture.  Figure 4-1 shows the notional base structure for FMS client application.  In the figure, SRSrq represents an FMS requirement.
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Figure 4-1.  Notional Test Plan Architecture

The next step is to group the requirements within a function into logical sub-groupings.  Figure 4-2 shows an example of this process.   This begins the process of identifying logical flows through the software.   
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Figure 4-2.  Requirement Groupings within Functions

Once the groupings are identified, the Test Team will determine how to verify the operation of each grouping.  Test classes provide the method of verification.  These test classes and their associated definitions are listed below.

●
Display (DIS) - Validates that the screen contents and format are proper.


●
Input (INP) - Assesses the ability of system to edit input and either provide error notification or begin the required processing.


●
Report (RPT) - Verifies that the system generates the required hard copy report.
· Response (RSP) - Verifies that the system provides the proper response such as updating the database and providing output to the appropriate interface.

· Observe (OBS) - Verifies that established procedures identified in the respective test case are carried out.

After the Test Team determines how to verify the operation, the team further refines the process by selecting the method(s) of verification by using Test Subclasses.  These subclasses are defined below.  Figure 4-3 shows the Test Class/Test Subclass relationship.

· Nominal (NOM) - Verification of normal functions using valid inputs.

· Boundary (BND) - Verification of normal function with minimum/maximum input values.

· Erroneous (ERR) – Verification that the system gracefully handles invalid inputs from external sources such as invalid transactions or out of range values contained in valid transactions or other system operator inputs.
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Figure 4-3.  Test Class/Test Subclass Relationship

The next step is to determine test objectives for each sub-grouping within the functions.  These objectives state what will be verified in the test.  Figure 4-4 provides an example of this step.
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Figure 4-4.  Notional Test Objective Development

At this point, the team will begin to mesh the test objectives with the test classes 
to develop test definitions.  These definitions include the test purpose, test environment, test prerequisites, data recording information, and a test case summary.  This information serves as the forerunner to test case development.

Test case development is the last step in this process.  The team will develop a flow through the functional groupings using test steps and will identify the associated expected results.  In addition, the test case will account for pass/fail and problem identification information.  Figure 4-5 depicts this process.
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Figure 4-5.  Notional Test Case Development

The end result of this process is a set of test cases aligned functionally that verifies each of the SRS requirements.  Furthermore, this set completes the Test Plan Architecture shown below.
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Figure 4-6.  Notional Test Plan Architecture

4.4 Notional Test Case Summaries by Functionality

The information in the previous section serves as the foundation for constructing test case summaries.  This section provides a high-level description of how these summaries are constructed.  The FMS Test Procedures document will contain the detailed summaries.  

The summaries are a roll-up of test cases.  All test cases will adhere to the Test Plan Architecture shown in the previous section and will include the FMS requirements.  For example, the Test Team will write application query test cases using the Test Plan Architecture designation of FA001 through FA0nn where “n” is a number.  These test cases will account for users with different permissions within the Force Authorization.

Each major element listed in the Test Plan Architecture diagram will be documented as a subsection.  Each subsection will contain a table showing the test case number, test case name, how the test objectives will be met (Test Class), and what method will be used to verify the objective (Test Sub Class).  The objectives of the test set follow.  Next, the assumptions and constraints for the test set are defined.  This includes specifying any additional test environment and conditions plus any of the prerequisites necessary to perform the test.  The last step in defining the test case summary is specifying the types of data recorded.  The information that follows is a representative sample of the breakdown of the query functionality for the Force Authorization User.  

4.4.1 Traceability

The table below depicts a sample representation of the mapping of the test number and test name to test classes and test subclasses applicable to the Force Authorization User query functionality. 

	TEST

NUMBER
	TEST

NAME
	TEST

CLASS
	TEST

SUB

CLASS

	FA001
	STANDARD QUERY – 

CREATE AND UPDATE DATA –

CREATE REPORT -
	DIS, INP, RSP, RPT
	NOM, ERR

	FA002
	STANDARD QUERY – 

CREATE AND UPDATE DATA –

CREATE REPORT -
	DIS, INP, RSP, RPT
	NOM, ERR

	FA0n
	…
	DIS,
	NOM…


Table 4-1:  Notional Representative FA0n Test Assignments. 

4.4.1.1 Notional Test Objective(s) 

· Verify that a user with specific privileges can query the data within the FMS database.

· Verify that a user with specific privileges cannot write to the database.

· Verify that a user with Administrative privileges for a specific user can write and edit information for that set of records only.

4.4.1.2 Assumptions and Constraints

4.4.1.2.1 Test Environment/Conditions.

This testing shall be conducted in both an unclassified (Increment1) and classified (Increment 2) test environments.  

4.4.1.2.2 Pre-requisites. 

TBD user accounts must exist in the Oracle/FMS database.  One of these accounts is an Oracle account that the tester will use for independent verification of data.  TBD accounts are FMS accounts (TBD  - list of user accounts with different access level representing the user population).  In addition to these, there is one non-ORACLE/FMS account necessary for testing.  That’s a NT account.  The purpose of this account is to ensure only users with FMS privileges can access FMS data.


Other prerequisites include:

●  FMS User application installed on at least one workstation in the test environment.

●  The workstations must have connectivity to the FMS middle tier server cluster.

●  The tester(s) must have independent query access to the database.
4.4.1.3 Type of Data Recorded  

Test step results will be recorded by date in the PASS/FAIL column of the test case.  If a step fails, the tester will submit a PR into Merant PVCS Tracker.  The test engineer will annotate the PVCS system generated PR number in the COMMENTS column of the test case.

Test Case Summary Conclusion

The information will be repeated for each element of the Test Plan Architecture.  In addition, the Test Team will include applicable approved SRS requirements.  The last step is to map these test cases to requirements using a Requirements Traceability Matrix.  Since test cases are still in construction the actual mapping will be delivered in the FMS Test Procedures document.

4.5 System Test Entrance Criteria

The following items identify the entrance criteria for System Test:

· Code frozen and all software checked into CM

· All Unit/Integration Testing including Pure Coverage are completed and results of the tests placed under CM control

· SDFs approved and under CM control

· System Test Plan and Test Cases completed

· The test environment configured

· Test Readiness Review conducted.

4.6 System Test Exit Criteria

The following items identify the exit criteria from System Test:

· All test cases executed

· All problems identified and documented as PRs

· All critical problems resolved

· Any outstanding major problems reviewed and approved by the CCB prior to delivery 

· Changes to the software are documented as Change Requests (CRs)

· Source code is under CM control

●   Test Report is written, although end completion of this step does not preclude entering User Acceptance Testing (UAT).

4.7 Customer Acceptance Criteria

The following items identify the customer acceptance criteria:

·   ST completed

·   UAT completed

·   All critical or urgent problems resolved and code fixes regression tested

●  Any outstanding major PRs reviewed and approved by the CCB prior to delivery

·   Release Readiness Review, or similar CCB process, conducted.

4.8 Test Schedule  

The Test Team will develop schedules for each version release.  Full System Test will occur for these releases and will be reflected in the version release schedule.  Interim releases, patches, may occur between version releases.  Normally, schedules will not include time for patch testing as these occur on an “as needed” basis.  Schedules will include the following work breakdown structure elements:  



· Test Planning - this process includes, but is not limited to, developing test strategy, requirements analysis, identifying constraints, developing test objectives

· Test Design - this process includes, but is not limited to, sorting requirements by functional groupings and identifying test verification methods of each grouping

· Test Development - this process includes, but is not limited to, writing test plans/test cases, constructing test data, and building the test environment

· Test Execution - this process includes, but is not limited to, performing SIT or ST

· Test Process Improvement - this process includes, but is not limited to, analyzing test processes, developing “lessons-learned”, and identifying training shortfalls.

4.9 Test Risks

4.9.1 Routine Schedule Risks

The items below constitute some routine aspects of schedule risk:

· Identification of specific client architecture.
· Identification of processes used to convert classified data to unclassified data.
· Establishment of classified testing environment at client site.
· Data Migration and time required to establish the test environment.

5.0 Data Recording, Reduction, and Analysis

The Test Team will use a configuration management environment throughout the SIT/ST process. Prior to beginning the SIT, the Test, DBA, and SA teams will prepare the software test environment by loading the system/support software and the test database.  These teams will build the test environment using the procedures identified for system deployment.  Testers will follow pre-approved test cases and will log test results for each test session.  If there are any failures, or if the system does not perform as expected, the testers will write PRs. 

5.1 Data Recording 

The Test Team will record and analyze the test data using the following products/mechanisms.

· Test log(s) - chronological record(s) of all events relevant to the test (e.g., deviations and anomalies).  Testers will review the log(s) at the end of testing each day to ensure that relevant deviations and anomalies are captured in problem reports and that tests were executed as planned.  The logs may be test cases.

· Problem Report(s) - record(s) of all “test events” (i.e., perceived software, hardware, test procedure, or test setup problems).  Each report is reviewed at the end of testing to determine the cause of the problem (e.g., incorrect test setup, software problem, incorrect test procedure, operator error, hardware problem).  The Problem Report will be used to document “test events” as described above, and will be used to record suggested/required enhancements to the system.  

· Test Case Pass/Fail Sign-Off - sign-off at the procedure level certifying that the software under test performed/did not perform as outlined in the procedures.  The Test Lead will review test cases at the end of testing to verify that all test cases were executed as documented and the predicted results were achieved.

· The Test Team will analyze the results manually and include a description of the summary data in the test report.

5.2 Pass/Fail Criteria 

The Pass criteria for evaluating the test results of the System Test require that the screen displays (windows), printed reports, database modifications, and observed results match the expected results identified in the test case procedures.  If the observed results do not match the expected results, the tester will mark the test step(s) as “failed” and generate a problem report.  

The Development team with the assistance of the Test Team, if necessary, will analyze problem reports to determine the source of the problem(s), the effect of the problem(s) on the system, and the level of effort required to correct the problem(s).  

The CCB will determine the disposition of all test problem reports.  If a problem is determined to be irrelevant, it will be closed administratively.  System acceptance requires that all critical and major problems be resolved or that the system be judged adequate for its intended use prior to version release to the client.

5.3 Data Reduction 

The Test Team will correlate and prepare test results in a manner that will aid the Test Team in evaluating the progress of testing.  The team will use two sources for metrics.  One source is the test case data recording pass/failure.  The other is Problem Reports. 

5.4 Test Team Collected Metrics

Capturing actual progress versus planned progress is necessary to ensure schedule milestones are met. The team will compare the total hours scheduled for each functional test area to the number of hours expended as a means to show daily progress.  Total hours scheduled includes time allocated for problem solving.  These metrics will be added to the project schedule.

5.5 Analysis 

The Test Lead will analyze test results daily.  Part of this analysis includes looking for trends over test sessions and releases.  Also, it involves interpreting results based on experience and an overall understanding of how the test process itself biases results.  The Test Lead will use this information to identify problems impeding testing, identify unusual results, and to adjust test schedules or procedures.  If the Test Team cannot meet testing requirements within a normal workday, the Test Lead will use this information to either recommend schedule slips or extend the daily test session hours.

5.6 Problem Reporting

The Test Team will use the established configuration management problem reporting software to document problems identified during unit testing, integration/system testing, or post-installation testing.  The CCB will monitor the resolution of all problems.

When observed results do not match the expected results, the tester will mark the test step(s) as failed and generate a problem report.  This PR will include the tester’s recommended severity classification.  The CCB will make the final severity and priority determination.

6.0 FMS Version 6.X Test Plan

6.1 FMS 6.X Test Guideline

The following paragraphs provide the guidelines for testing the FMS version 6.X functionality.  It is not intended to provide every possible test scenario in the application but to ensure that the user is able to use the application to perform their tasks in a satisfactory manner. 
6.1.1 Download and Installation Procedure

1. Verify download and installation procedure for the FMS software:

a. For systems that do not have the .NET Framework and Service Pack installed.

b. For systems that do have the .NET Framework and Service Pack installed.

6.1.2 Login Process

1. Verify the login to the Force Management System Application:

a. For accounts that do not have a database account or system account 

b. For accounts that have a database account but no system account

c. For accounts that do not have a database account but have a system account.

d. For accounts having the required database and system account and correct user name/password combination.

e. Incorrect Server Name

f. Secured server designator (https) not specified.

g. Verify that the system will remember the last settings from the prior logged in user session (i.e. windows active).

6.1.3 Menu and Status Bar validation

1. Verify the menu and status bar content for the following window views:

a. Initial System Login View (no management or function window selected)

b. Basis of Issue Management

c. Requirement Document Management

d. Change Package Management

e. System Privileges

f. Reports

6.1.4 System Privileges Management

1. Verify System Privileges Management functionality:

a. Create a new user group:

1) Add existing users to the new group

2) Select Business Areas for the new Group

3) Assign System components to the Group

4) Login as an user assigned to the new group and verify the group settings.

b. Create a new user accounts 

1) Make a member of the newly created and previously existing user groups.

2) Apply Access Privileges to Branch Roles to the new accounts

3) Apply Resource Operating Codes, Role Assignments for the new accounts.

4) Login and verify the privileges assigned the user.

c. Modify the new user group

1) Add/Remove users to the group

2) Add/Remove Business Areas

3) Add/Remove System Components

4) Login as a user belonging to the group and verify the changes.

d. Modify selected user accounts (new and previously existing):

1) Add/Remove selected user accounts as a member of user groups.

2) Add/Remove Access Privileges to Branch Roles for selected user accounts.

3) Add/Remove Resource Operating Codes, Role Assignments for selected user accounts.

4) Login and verify the changes made to the selected user accounts.

e. Delete selected user accounts:

1) From the FMS system.

f. Delete the new user group

6.1.5 Military and Civilian Billets

1. Verify that a user can access Billet information from the Basis of Issue Management window by clicking on the “Billets” button.

2. Verify that the user has access to two classification types of Billets: Military and Civilian. 

3. Verify that the Civilian classification hierarchy is as follows: Civilian Classification Code\ Series\ Grade.

4. Verify that any Enlisted classification hierarchy is as follows: MOS\ ESL\ PSQI\ SDT\ GRD.

5. Verify that any Enlisted classification hierarchy is as follows:

6. AOC\ PFA\ SDT\ GRD\ ASI.

7. Verify that any Enlisted classification hierarchy is as follows:

8. MOS\ PSQI\ SDT\ GRD.

6.2 Create FMS Products

6.2.1 Create Change Packages

1. In Change Package Management screen:

a. Verify that the “Create Change Package Wizard” can be initialized from:

1) The “File/New/Change Package” option in the Change Package window main menu.

2) By selecting “Create New” on the “Select a Change Package to Set As Active” window. 

3) By clicking the Change Package icon on the Status bar.

b. Create New Change Packages with the following Base “Reason for Change” values:

1) 2028 Action (CP #1) 

2) NOFC Test (CP #2)

3) MARC BOIP (CP #3)

4) Equipment BOIP (CP #4)

c. Verify that a Reason for Change must be selected when creating a new Change Package using the Change Package Wizard. 

d. Verify a user can select to work in:

1) An existing Change Package by selecting it from the “Select a Change Package to Set As Active” window.

2) A new Change Package.

3) The last Change Package which was active when they logged off the system.

6.2.2 Create Basis of Issue Class

1. In Change Package Management screen

a. Select Change Package #1

2. Activate the Basis of Issue Management screen:
a. Create BOI Class using the BOI Class Wizard from:

1) Clicking on an item in the tree view and selecting “File \New \ Basis of Issue Class” from the Basis of Issue Management menu options.

2) Clicking on the “New” icon on the icon bar and selecting Basis of Issue Class.

3) Right clicking on any FMS product in the tree view and selecting from the context menu that appears “New\Basis of Issue Class”.

b. Verify that all additions or changes in the BOI Management window are initially placed into the base Reason for Change group selected when the Change Package was created.

6.2.3 Create Basis of Issue Plan

1. Create a Basis Of Issue Plan using the “Basis Of Issue Plan Wizard” by:

a. Clicking on an item in the tree view and selecting “File \New \ Basis of Issue Plan” from the Basis of Issue Management menu options.

b. Clicking on the “New” icon on the icon bar and selecting Basis of Issue Plan.

c. Right clicking on any FMS product in the tree view and selecting from the context menu that appears “New\Basis of Issue Plan”.

1) With only a base LIN.

2) With a base LIN and additional assets.

2. Verify that BOIPs can be created with an EDATE/TDATE via the BOIP Wizard 

3. Verify that the user can search for the primary LIN by name or number.

4. Verify that all additions or changes in the BOI Management window are initially placed into the base Reason for Change group selected when the Change Package was created.

6.2.4 Create System Fielding Package

1. Create a System Fielding Package using the “System Fielding Package Wizard” by:

a. Clicking on an item in the tree view and selecting “File \New \ System Fielding Package” from the Basis of Issue Management menu options.

b. Clicking on the “New” icon on the icon bar and selecting System Fielding Package.

c. Right clicking on any FMS product in the tree view and selecting from the context menu that appears “New\ System Fielding Package”.

2. Right clicking on any FMS product in the tree view and selecting from the context menu that appears “New\ System Fielding Package”.

3. Create an SFP

a. Associated with a BOIP

b. Associated with another SFP

c. Associated with both BOIP and SFP.

4. Verify that all additions or changes in the BOI Management window are initially placed into the base Reason for Change group selected when the Change Package was created.

6.2.5 Create Modernization Option

1. Create a Modernization Option using the “Create Modernization Option Wizard” by:

a. Clicking on an item in the tree view and selecting “File \New \ Modernization Option” from the Basis of Issue Management menu options.

b. Clicking on the “New” icon on the icon bar and selecting Modernization Option.

c. Right clicking on any FMS product in the tree view and selecting from the context menu that appears “New\ Modernization Option”.

2. Right clicking on any FMS product in the tree view and selecting from the context menu that appears “New\ Modernization Option”.

3. Create Modernization Option
a. Associated with a BOIP

b. Associated with another SFP

4. Modernization Option no longer should have an EDATE/TDATE.

5. Verify that all additions or changes in the BOI Management window are initially placed into the base Reason for Change group selected when the Change Package was created.
6. Verify that all changes in the BOI Management window are initially placed into the base Reason for Change group selected when the Change Package was created. 

6.2.6 Create Organizational Element

1. Create an Organizational Element using the “Create Organizational Element Wizard” by:

a. Clicking on an item in the tree view and selecting “File \New \ Organizational Element” from the Basis of Issue Management menu options.

b. Clicking on the “New” icon on the icon bar and selecting Organizational Element.

2. Right clicking on any FMS product in the tree view and selecting from the context menu that appears “New\ Organizational Element”.

3. Create an Organizational Element
a. Find out what is considered valid content for an Organizational Element
6.2.7 Create and Set Reason For Change Group

1. In Requirement Document Management screen:
a. Verify that the “Change-Reason Group Dialog” can be initialized from:

1) The “Tool/Reason Group” option in the Change Package window main menu.

2) By right clicking on a node in either the Tree or Detail View and selecting “Reason Group” from the context menu that appears.
b. Verify the user can create a new Reason For Change group:

1) Verify the Create Group option is only available from the home of where a change has occurred and is grayed out anywhere else.

c. Verify the user can Set a Reason For Change group:

1) Prior to making any changes in a SRC

2) After changes have been made in a SRC
3) Once set the name of the active Reason For Change Group appears in the title bar of the Detail View.
d. Verify that after a Reason Group has been set all changes made from that       point on are associated with the set RFC group.
6.2.8 Create Requirement Documents

1. Verify that the “Welcome to the New Requirement Document Wizard” can be initialized from:

a. Clicking on an item in the tree view and selecting “File \New \ Requirement Document” from the Requirement Document Management menu options.

b. Clicking on the “New” icon on the icon bar and selecting Requirement Document.

c. By right clicking on an Organizational Element, Requirement Document, or Paragraph node in either the Tree or Detail View and selecting “Requirement Document” from the context menu that appears.

2. Create a Requirement Documents using the “Welcome to the New Requirement Document Wizard”:

a. From an Existing SRC 

1) Copy no parts of the existing SRC

2) Copy each of the four allowable segments separately

3) Copy all four allowable segments at one time

b. New Requirement Document from scratch

1) Drag/Drag Asset

2) Drag/Drop BOIP

3) Drag/Drop SFP

4) Drag/Drop Mod Op

5) Drag/Drop Billet (Military/Civillian)

6) Drag/Drop Requirement Document

7) Drag Drop Paragraph

6.2.9 Create Paragraph

1. Verify that the “Welcome to the New Paragraph Wizard” can be initialized from:

a. Clicking on a Requirement Document or Paragraph in the tree view and selecting “File \New \ Paragraph” from the Requirement Document Management menu options.

b. Clicking on a Requirement Document or Paragraph in the tree view and selecting on the “New” icon on the icon bar and selecting Paragraph.

c. By right clicking on a Requirement Document, or Paragraph node in either the Tree or Detail View and selecting “Paragraph” from the context menu that appears.

2. Create a Paragraph using the “Welcome to the New Paragraph Wizard”:

a. Using an existing document as a template 

b. Create from scratch

6.2.10 Create Narrative

1. Verify that a user can initialize the “FMS Text Editor” used to create a     Narrative by:

a. Right clicking on a Requirement Document or Paragraph in the tree view and selecting “New\ Properties \ Paragraph” from the context menu that appears.

2. Create a new Narrative

a. On a Requirement Document.

b. On a paragraph in a Requirement Document.

6.2.11 Promote Reason For Change Group

1. In Requirement Document Management screen:      

a. Verify that a Reason For Change Group can be promoted to the Draft Approval Level by: 

1) Clicking the “Check” in the Icon Menu bar of the Requirement Document Management window (all open Reason For Change Groups are promoted).

2) Selecting “Tool\ Tool Box\ Promote Changes” (all open Reason For Change Groups are promoted).

3) Using the “Accept Changes” option in the “Change-Reason Group Dialog”  (the selected Reason For Change Group is promoted).

2. In Change Package Management screen:

a. Verify that a user can promote individual nodes in a RFC group to various Approval Levels

1) By clicking on the various approval level check boxes (with the exception of DA Approval).

b. Verify that a user can promote an entire RFC group to a desired Approval Level

1) By right-clicking on the Reason For Change Group Name and selecting the appropriate approval level from the context menu.

6.2.12 Promote Change Package

1. Verify that a user can promote the entire Change Package to HQ DA Approval

a. Using the “Set Approval” context Menu available by clicking on the Change Package name in the Tree View and selecting the appropriate approval level including HQ DA Approval.

b. Selecting “Tool\ Tool Box\ Set Approval Level” and selecting the appropriate approval level including HQ DA Approval.

2. Promote the entire Change Package to HQ DA Approval Level.

6.3 Update FMS Products and Versioning:

6.3.1 Update FMS Products

1. In Change Package Management screen:

a. Select Change Package #2.
b. Use the FMS products created in Change Package #1.

2. In the Basis of Issue Management screen:

a. Update a BOI Class used by:

1) Creating new FMS Products using the context menu.

2) Dragging/dropping other FMS products into it (i.e. BOIP, Mod Op, SFP).

3) Deleting assets/billets from the BOIP

b. Update a BOIP from Change Package #1 used in an already HQ DA Approved Requirement Document by:

1) Dragging/dropping other FMS products into it (i.e. BOIP, Mod Op, SFP).

2) Deleting assets/billets from the BOIP

3) Update the properties on the BOIP

c. Update a SFP (Check History to ensure new version created.)

1) Dragging/dropping other FMS products into it (i.e. BOIP, Mod Op, SFP)

2) Deleting assets from the BOIP

3) Update the properties on the SFP.

d. Update MOD OP (Check History to ensure new version created.)

1) Dragging/dropping other FMS products into it (i.e. BOIP, Mod Op, SFP).

2) Deleting assets from the BOIP

3) Update the properties on the MOD OP. 

3. In the Requirement Document Management screen:
a. Update a Requirement Document by:

1) Dragging/dropping other FMS products into it from the BOI Management window (i.e. BOIP, Mod Op, SFP).

2) Dragging/dropping other Requirement Documents and Paragraphs into the Requirement Document.

3) Deleting assets from the Requirement Document.

4) Update the properties on the Requirement Document.

b. Update a Paragraph by:

1) Dragging/dropping other FMS products into it from the BOI Management window (i.e. BOIP, Mod Op, SFP).

2) Dragging/dropping other Requirement Documents and Paragraphs into the Paragraph.

3) Deleting assets from the Paragraph.

4) Update the properties on the Paragraph.

c. Update a Narrative by:

1) Modifying the current text.

6.3.2 Usage and Update of Military and Civilian Billets

1. Verify that any billet type (Civilian or Enlisted can be dragged/ dropped into the following FMS products:

a. BOIP

b. SFP

c. Modernization Option

d. Requirement Document

e. Paragraph

2. Verify that the Civilian classifications including and below Job Series can be dragged/dropped into another non-billet FMS node.

3. Verify that any Enlisted classification can be dragged/ dropped into another non-billet FMS node.

4. Verify that any Officer classification can be dragged/ dropped into another non-billet FMS node.

5. Verify that any Warrant classification can be dragged/ dropped into another non-billet FMS node.

6. Verify that the properties of a billet can be changed if dragged/ dropped into a Requirement Document or Paragraph.

6.3.3 Push/Pull Conditions

1. In the Change Package Management screen:

a. Verify that push conditions are viewable in the Push Detail View by:

1) Selecting a FMS product in a Change Package Reason for Change Group under the Tree View and clicking on the “Push” icon in the Icon Menu Bar (if available).

b. Verify that a user can Push current changes in a Change Package by:

1) Checking the box adjacent to a FMS product under the “Apply Change” column in the Push Detail View and clicking the “Save” icon in the Icon menu bar. 

c. Verify that the Pull condition is denoted by a red or gray exclamation mark in the home of the usage.

d. Verify that where a red exclamation point is present the user can right click on the node and select from the context menu “Get Approved Version” to obtain the latest version of the node.

6.3.4 Undo Functionality

1. In Change Package Management screen:

a. Select Change Package #3
b. Repeat the steps performed in Change Package #2.

c. Use the FMS products created in Change Package #1.

2. In Basis of Issue or the Requirement Document Management screen:

a. Verify that the user can activate the “Undo Change Package Operations” window by:  Selecting “Edit\ Undo” from the main menu.

b. Verify that the user can select to undo one or more transactions in the “Undo Change Package Operations” window.

c. Verify that ‘undo” can only be performed in reverse of the order that the actions were performed by the user.
6.3.5 Delete FMS Products

1. In Change Package Management screen:

a. Create New Change Package #4.
b. Use the FMS products created in Change Package #1.
2. In Basis of Issue Management screen:

a. Verify that an FMS product can be deleted by:

1) Clicking on a FMS product in the tree view and selecting “Edit\Delete” from the Basis of Issue Management menu options.

2) By right clicking on a FMS product in the tree or detail view and selecting “Delete” from the context menu that appears. 

3. In Requirement Document Management screen:

a. Verify that an FMS product can be deleted by:

1) Clicking on a FMS product (in its home) in the tree view and selecting “Edit\Delete” from the Requirement Document Management menu options.

2) By right clicking on a FMS product in the tree or detail view and selecting “Delete” from the context menu that appears.

6.3.6 Versioning

1. In the Basis of Issue and Requirement Document Management windows:

a. Select various FMS products that have been updated in all four Change Packages.

b. Use the “Show History” tool to determine the version of the FMS product.

c. Verify that there can only be one HQ DA Approval version of a FMS product.

d. Verify that all versions of an FMS product that has been modified in a change package and is not HQ DA Approved will share the same version number.

e. Verify that once an updated FMS product is HQ DA Approved all other working versions of that product are incremented to the next available version number.

6.4 REPORTS AND TOOLS

6.4.1 FMS Reports

1. Verify that the “Force Management System Reports” window can be initialized by:

a. Selecting from any management window main menu “Tool\ Reports”. 

2. Verify that the available Reports are:

a. Power Analysis Report

b. POL Report

c. MARC Report

d. Personnel Summary Report

e. TOE Section I and II Report

f. Camouflage Analysis Report

g. LIN – MOS Report

h. Equipment Summary

i. Mobility Report

3. Verify that any report can be generated by:

a. Selecting the desired report and dragging/dropping either Requirement Document(s) or Paragraph(s) into the data window.

b. Right-clicking on a Requirement Document or Paragraph and selecting from the context menu “Report\ (Desired Report from the list of Reports)”

4. Verify that all reports generated by the user will appear in the “Force Management System Reports” window under the “My Reports” section for a period of two weeks.

6.4.2 FMS Toolbox Tools

1. In the Basis of Issue Management screen:

a. Verify availability and functionality of  options in Toolbox menu:

1) Search (BOIM)

2) Show Changes 

3) Show History

4) Show Out of Date

5) Show Usage

2. In the Requirement Document Management screen:

a. Verify availability and functionality of options in Toolbox menu:

1) Global Search 

2) Show Changes 

3) Show Difference

4) Show History

5) Show Out of Date

6) Show Usage

7) Promote Changes 

8) Set Filter Criteria (only when Filter Mode is set)

9) Set Approval Level

3. In Change Package Management screen:

a. Verify availability and functionality of options in Toolbox menu:

1) Set Approval Level

7.0 FMS Version 7.X Text Plan
7.1 FMS 7.X Test Guideline

The following paragraphs provide the guidelines for testing the FMS version 7.X functionality.  It is not intended to provide every possible test scenario in the application but to ensure that the user is able to use the application to perform their tasks in a satisfactory manner.  The testing will consist of both regression and new functionality testing.

7.1.1 Container Date Synchronization
1. Verify Container Date Synchronization:

•  BOIPs which are dropped into a Requirement Document inherit the effective and termination dates of the document in which it was dropped.

•  Modernization Options have the effective date of its earliest component and the termination date of its last component.

7.1.2 Update an Asset
1. Verify the ability to edit the following property sheets on an asset in its home in the Basis of Issue Manager:
•  General

•  Ammunition Consumption

•  Physical Dimensions

•  Fuel Consumption

•  Power Consumption

•  Power Generation Asset Property Sheets

7.1.3 Base for Modernization Option

1.  Verify that a Modernization Option can be created without setting a base.

2.  Verify that any option can be set as base inside of a Requirement Document from its properties window.

7.1.4 Update an Authorization Document
1.  By dropping in varying Basis of Issue items and containers:

• Verify that the effective and termination dates are equal to the build cycle’s date range.
7.1.5 Rules Simulator Mode
1. Verify that the Rules Simulator mode is available in the Requirement and Authorization Document Management windows.

2. Verify that the Rules Simulator mode is engaged/dis-engaged by clicking on the “Rules Simulator” icon.

3. Verify that all actions performed on a document while in Rules Simulator mode will have a special icon displayed next to it.

4. Verify that while in Rules Simulator mode the user is allowed to manually modify the contents of a BOIP, SFP and ModOp within a usage.

5. Verify that all Rules Simulator changes are recorded in the active Reason for Change in a Change Package.

7.1.6 Support Structure Functionality

1. Verify that the Support Structure Functionality can only be invoked within the Requirement Document Management window.

2. Verify that the Support Structure of the selected Requirement Document will be displayed in a two-level tree view.

3. Verify a toolbar consisting of buttons for synchronize, save and support providers and support receivers toggle shall be provided to the user.

4. Verify that a user can update the attributes of the supporting or the supported requirement document.

5. Verify that a user can assign or remove support to a selected requirement document.

7.1.7 Create an Authorization Document
1. Verify that a new Authorization Document can be created from an existing Requirement Document.

2. Verify that an Authorization Document once created can be modified in the same manner as a Requirement Document.
3. Verify that an Authorization Document shall have as it’s definition a Build Cycle.

4. Verify functionality of the Authorization Document Cycle Creator.

7.1.8 BOIP Wizard

1.  Verify a billet can be added to a newly created BOIP using the BOIP Wizard.

7.1.9 Modernization Option (ModOp) Wizard
1. Verify that a user can set the base mod flag, and change the replacement ratios in a newly created Modernization Option using the Modernization Option Wizard.

APPENDIX A. 
Acronyms and Abbreviations
AIS
Automated Information System

ASGMT
Assignment

AUT
Application under Test

BND
Boundary

CCB
Configuration Control Board

CM
Configuration Management

CMP
Configuration Management Plan

COTS
Commercial Off-the-shelf

CR
Change Request

CTO
Chief Technology Office

CUT
Code and Unit Test

DB
Database

DBA
Database Administrator

DIS
Display

DOD
Department of Defense

DSPM
Development Standards and Procedures Manual

ERR
Error

FAR
Federal Acquisition Requisition

FM
Force Management 

FMS
Force Management System

GFE 
Government Furnished Equipment

GFI 
Government Furnished Information

GUI 
Graphical User Interface

IEEE
Institute of Electrical and Electronic Engineers

INP
Inspection

LAN
Local Area Network

NOM
Nominal

OBS
Observation

PR
Problem Report 

PVCS
Professional Version Control Software

QA
Quality Assurance

ROC
Resource Operating Command

RPT
Report

RRR
Release Readiness Review

RSP
Response

RTM
Requirements Traceability Matrix

SA
System Administrator

SDF
Software Development Folder

SIT
System Integration Test

SOP
Standard Operating Procedure

SQL
Structured Query Language

SRC
Standard Requirements Code

SRS
System Requirements Specification

ST
System Test

SUT
System under Test

SWIT
Software Integration Test

TEMP
Test and Evaluation Management Plan

TBD
To Be Determined

TC
Test Case

TCP/IP
Telecommunications Protocol/Internet Protocol

TRR
Test Readiness Review

T&E
Test and Evaluation

UI
User Interface

UAT
User Acceptance Test

USAFMSA
U.S Army Force Management Support Agency

WAN
Wide Area Network

APPENDIX B. 
Requirements Traceability Matrix
Once FMS web requirements are reviewed, approved, and baselined, a formal Requirements Traceability Matrix (RTM) will be created to show the relationship between DOORS requirements, the requirements hierarchy, and test cases.  The RTM will also illustrate test coverage.

The Test Procedures Document also contains a description of testing categories.  The RTM will be generated by mapping DOORS’ requirements entries to the appropriate testing categories.  The RTM can be used to trace all test cases to the source requirement.  Typically, the columns of the matrix are:

· Requirement Number: The number for the specific requirement as has been assigned in DOORS.

· Requirement Group (if applicable): The group under which the requirement has been classified in DOORS.

· Test Case ID:  Test case number that validates the implementation of the requirement.

· Status (Pass/Fail/Hold): Indication of Pass/Fail and comments regarding failed PRs.

· Additional Columns: Additional columns may be inserted to reflect the test phase or iteration of the last result, the test category, or the number of the corresponding PRs.


The RTM may also be combined in test reports with other tables showing test coverage, test execution progress, and the status of all PRs for the SUT/AUT.   The table below provides an example of an RTM.

	Example of RTM (sample data only)

	Requirement Number
	Requirement Group
	Test Case ID
	Status (Pass/Fail/Hold)
	PR Number (blank if Pass or Hold)

	FR1000
	Specific User Group (TBD)
	FR001
	Pass
	

	FR1001 through FR1020
	Specific User Group (TBD)
	FR002
	Hold (until Color Printer available)
	

	FR1021
	Specific User Group (TBD) 
	FR003
	Fail (left margin overprint)
	PR 018


Table B-1.  Example of RTM (sample data only)
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� G3 standard Windows 2000 based clients (Pentium III or IV processors at 700Mhz or better, 128MB RAM or better, 10GB hard drives or better with a minimum of TBD GB set aside for FMS)





� G3 standard Windows 2000 based clients (Pentium III or IV processors at 700Mhz or better, 128MB RAM or better, 10GB hard drives or better with a minimum of TBD GB set aside for FMS)
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FMS Middle Tier —







Application and Web







Services







Datastore







Sun Disk Array







Sun Database Server







NT Server







NT Server
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Win 2k FMS Clients







Win 2k FMS Clients







SRA will specify hardware







details for these components







during Increment 2







development after completing







performance modeling.







The number of servers







in this layer are







notionally 







depicted as







three.  The exact







number will be







specified after SRA







completes its







performance analysis







during the Increment 2







development phase.







Multiple disk arrays







may be specified







depending on the fail







over requirements.












