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The SAALT-RIM Editor’s column

Editors’ Notes    Happy New Year and welcome to the third and special edition of the ASA(ALT) RIM newsletter.  This is a special edition of the ASA(ALT) RIM newsletter because it is the first to go out to all SAALT Subscribers as well as to the ASA(ALT) records coordinators.  This edition is also special because included among the usual articles in this month’s edition there is also the first of a series of articles that speaks of the other programs which are associated with the Army Records Management mission.


The Army Records Management Program includes other programs and regulations that affect Army organizations.  The article the “Freedom of Information Act,” : “You Can Request Government Records, “ available in this edition is the first in a series of articles to provide updates, current status and other information about other programs within the Army information program.  


As a special reminder, in December 2002, ASA(ALT) received news of an upcoming Records Management (RM) Evaluation.  This RM evaluation will be conducted by members of the Mail and Records Division of the Administrative Services Directorate, Office of the Administrative Assistant to the Secretary of the Army.  If you did not receive the information announced by the email sent to ASA(ALT) subscribers, please contact Ms. Bell via email or phone Comm 703-604-7477.  


The second and first editions of the ASA(ALT) RIM are available on the AIM website within the folder “Records Management Newsletters.”  If do not have an AIM account and would like to have copies of these editions (September and November 2002), contact the author of this Editor’s column at the number in the paragraph above.

Websites to Watch: 

http://www.usapa.army.mil (United States Army Publishing) New Army regulations or publications out as of December 2002:  

Army Directive 2002-02, Army Directive #4, Handling Classified Information 8/2/02

AR 715-30  Secure Environment Contracting – 11/20/02

DAGO 2002 –06 Establishment of the U.S. Army Contracting Agency (ACA), 9/23/02

DAGO 2002- 09 Redesignation of the U.S. Army Acquisition Executive Support Agency (AAESA) to the U.S. Army Acquisition Support Center (ASC)

DA-PAM 25-50  Compilation of Army Addresses – 9/03/02

DA-PAM 350-59 Army Correspondence Course Program Catalog 10/1/02

http://www.archives.gov/records_management/index.html Redesign of Federal Records Management, The National Archives and Records Administration approves all Federal Agencies Records schedules.  Revisions of NARA’s disposition, policies and processes may affect Army. Also learn more about NARA’s work with the Electronic Records Management Initiative. 
http://www.defenselink.mil/pubs/foi/  Location of DoD 5400.7-R, September 1998. This document provides guidance regarding administration of the Freedom of Information Act (FOIA) Program within the DoD.

Freedom Of Information Act (FOIA):  You Can Request Government Records

The Freedom of Information Act (FOIA) (5 U.S.C. 552), was enacted by Congress in 1966 to provide Americans greater access to Federal Government Records.  Since than Congress has amended the FOIA statue many times.  Most recently, the Electronic Freedom of Information Act Amendments of 1996 (E-FOIA) expanded the scope of the FOIA to encompass electronic records and require the creation of "electronic reading rooms" to make records more easily and widely available to the public.  


A FOIA request can affect the records you keep when a requester asks for information related to your agency’s mission.  The Assistant Secretary of the Army for Acquisition, Logistics, and Technology is authorized to act as initial denial authority for FOIA requests made in relation to procurement records other than those under the purview of the Chief of Engineers and the Commander, U.S. Army Materiel Command.  


For the most part, ASA(ALT) receives FOIA requests related to contracts and other types of procurement information.  However we also receive requests related to biological weapons, meetings with foreign dignitaries and logistics information.  When requests are received which are related to non-procurement related questions, yet still concern ASA(ALT) records, we can refer the request to the Administrative Assistant to the Secretary of the Army.    

Under the FOIA, any citizen, alien or even prisoners can request records.  Agencies must determine within 20 business days of receipt of a FOIA request by the FOIA Office whether it is appropriate to grant or deny a FOIA request.  FOIA requests must be submitted in writing and can be submitted by regular mail, fax or email.  

Fees are charged to requesters using DD Form 2086, Record of Freedom of Information (FOI) Processing Cost, effective July 1, 2002.  However not all requesters are charged for all actions related to the processing of a FOIA request.  Currently the Army is revising AR 25-55, The Department of The Army Freedom Of Information Act Program, issued November 1997.  Until the AR is revised, army organizations should reference DoD Regulation 5400.7-R for reference and guidance.  The DoD regulation is available for review at http://www.defenselink.mil/pubs/foi/.
On July 4th, 2001, the FOIA statue turned 35.  According to data compiled by the US Department of Justice’s Office of Information and Privacy, the latest (Fiscal Year 1999) government-wide figures are as follows: Total Number of Requests Received: 1,965,919, Total Number of Requests Processed: 1,939,668, and Total Costs of the Administration of the FOIA: $286,546,488.  If you receive a FOIA request, contact the ASA(ALT) FOIA Officer, Ms. Laura F. Bell, at 703-604-7477 for assistance.   

NATIONAL ARCHIVES ACCEPTS ELECTRONIC RECORDS FOR TRANSFER


From the Government Computer News (altered for this publication)


The National Archives and Records Administration (NARA) is now accepting transfers of permanent electronic records via two new file formats.  Now you can transfer electronic records with permanent dispositions to the National Archives via digital tape or File transfer protocol (FTP).  The final rule takes effect January 29, 2003.  NARA conducted pilots testing several methods of media transfer as part of their participation in the Presidents’ E-government initiative.  

They found FTP and digital tape to be secure and reliable.  This is not a restriction on the type of format, which NARA will accept, rather it is an expansion of media types.  NARA is looking at formats other than ASCII and EBCDIC as part of its E-Records Management E-Government initiative.


As a further part of its E-Records Management E-government initiative, NARA is planning for the third transfer format cycle, Portable Document Format (PDF).  NARA is requesting agencies to act as participants in the PDF transfer pilot which will run from January 2 through March 31.  In the past NARA has also ran pilots accepting emails with attachments and scanned textual images.  Agencies must be willing to commit staff, attend meetings and commit other resources to act as participants in this pilot.  If you would like more information, contact the ASA(ALT) Records Manager, Laura F. Bell.

Frequently Asked Questions:

1) Why do we use the Modern Army Recordkeeping System (MARKS) to file Army records by?


MARKS is an approved record keeping schedule.  All federal agencies maintain records that are retained under schedules approved by the National Archives and Records Administration.  

2)  What if no file number exists for the type of records a Army organization wishes to maintain?


File numbers in MARKS are created as part of Army regulations.  If there is a regulation requiring that certain types of reports or documentation be kept, or a process that creates documentation, than a file number is required to maintain those documents.  If an appropriate file number does not exist subject matter experts should consult their agency records managers who will request the creation of a new file number and a change to the MARKS.

3)  Does filing under MARKS restrict you to filing by MARKS file number titles only?


No.  You can file under MARKS using subject titles, alphabetical order, case number or contract numbers.  MARKS allows you to use header folders known as dummy files.  These folders state the file number title and the disposition instructions for several folders that fall under the same file number description.  Folders behind the dummy folder can have any title, just so the records are of the same description as the file number used on the dummy folder.  However you should repeat the file number, any privacy act systems notice number and year of accumulation if appropriate.  

4)  Do I need to put a Privacy Act (PA) Systems Notice number on the folder, if I am not keeping the folder by a personal identifier?


Yes.  Privacy Act (PA) Systems Notice numbers are listed with file number descriptions in MARKS.  These are approved Army Privacy Act System Notice Numbers.  They are required to be used similar to a classified designation on a file.  The PA number indicates that there is private or personal information in the folder.  

5)  What type of personal information is sensitive?


Home addresses and telephone numbers and social security numbers are typically thought of as personal information.  Other personal information that is considered sensitive include Race, date and place of birth, religious affiliation and citizenship.  Sensitive information that should be guarded closely includes disciplinary actions, any criminal history, medical conditions and performance ratings.  

6)  What regulation governs the collecting of Personal information in the Army?


AR 340-21, THE ARMY PRIVACY PROGRAM, effective July 5th, 1985.  As you can image privacy has changed many times since the issuing of this regulation.  It is currently under revision.  

7)  Where do I find PA Systems Notice Numbers?


You can find PA notice numbers listed with MARKS file numbers in AR 25-400-2.  You can also find them in DA PAM 25-51, The Army Privacy Program-System Of Record Notices And Exemption Rules, effective April 30th, 1999.  They are also available electronically at http://www.defenselink.mil/privacy/.

8)  Are Emails considered records material?


Yes they are according to content.  An email is considered a record when it relates to organizational policy, shows a decision or is used in correspondence relating to Army missions.  

9)  Is the Microsoft Outlook application a DoD approved record keeping application?


No.  Microsoft Outlook is handy for creating temporary folders under which to maintain temporary files.  It is not a DOD approved record keeping application.  Microsoft Outlook allows you to create personal and public folders under which to maintain records, however emails that show concurrence and relate to particular project should be printed out and maintained with the official folder.  

10)  Does DoD plan to purchase a system by which to maintain electronic records?


This currently is an unfounded requirement.  Discussions are underway about Army electronic record keeping systems and there is a DoD standard that lists requirements for applications.  Many DoD organizations have purchased their own electronic record keeping application using this standard and vendors test their applications by the standard regularly.  You can find more information about this regulation at http://jitc.fhu.disa.mil/recmgt/.

Feedback Column:


Your comments are welcome here.  Questions on Records Management will be answered in the Frequently Asked Questions Column.  Send questions to Laura Bell at laura.bell@saalt.army.mil.


For a list of current Army Moratoriums, contact Laura F. Bell.  

