-----Original Message-----
From: Seitz, Gregory J PEO EIS CIO 
Sent: Friday, July 18, 2003 9:59 AM
To: EIS-HQ LAN Users
Cc: EIS-DIR/PM/DPTY/MGR/ADMIN; HELPDESK - PEO EIS; Cantu, Galdino PEO EIS OMSD/Titan; Lee, Debra A PEO EIS BMD; Kendrick, Tony PEO EIS OMSD; Newell, Irving PEO EIS OMSD/Titan; EIS-PM PDIASO; EIS-SA/NA
Subject: IMPORTANT - Clearing HQ LAN prior to departure

THIS APPLIES MAINLY TO THOSE WITH ACCOUNTS ON EIS LAN (but of interest to all others)-

 

A big part of IA security is close management of those who have access to our IT resources.  We recently have been blind-sided by both new folks showing up and instantly expecting a computer and IT account --- as well as being told that an individual departed months ago.  There are several Outlook forms on the HQ LAN that streamline both the creation of new accounts and the removal of old accounts.  Click on TOOLS and then FORMS then CHOOSE to access them.  Use the comments field to clarify your requests --- new users will be set up with both a eis.army.mil email account (we need to also know what your AKO account name is) and a my.EIS account --- those departing will have both accounts disabled and then completely deleted 30 days after departure.  LAN Team Helpdesk can assist in burning CD of personal files you want to take with you (BUT NOT licensed SW of course).  PLEASE note that the PEO EIS telephone white pages are pulled from information in your account profile on my.EIS --- so if you move offices be sure to update that info.  ALSO be sure to notify JR Cantu/TonyKendrik/Irv Newell when you leave so that your CAC registration is removed from the building entry system on departure --- this applies to all registered (i.e. we have your finger print captured) personnel.  If you leave the government or go to another non-EIS sponsored contract you need to turn your CAC into Debbie Lee (or your local POC).  Additionally you need to turn in DMS Fortessa cards ($70 each!) and terminate any TSACS dialup access and SIPRNET accounts.  

 

The News reports that 70% of security breaches are from insiders --- help us control that potential problem! 

 

> Gregory J. Seitz NH-IV PEO EIS CIO/HTI  (703) 806-0507 DSN 656  FAX (703) 806-4660<  

