CIO

Chief Information Officer (Director-Level).  The CIO is directly responsible to the PEO, and is responsible for the following:
a. Provides technical advice to the PEO for developing and implementing IT initiatives that create and maintain leadership for the enterprise in a constantly changing and intensely competitive marketplace. 

b. Provides technical support and technical oversight to ensure policy, standards, integration, and interoperability are applied across all PEO programs.

c. Reviews and ensures compliance of programs' technical approach and the technical content of all program documentation to include the Architecture, System Engineering, JTA/DII/COE, Horizontal Integration, Systems Design, Security, Communications, Technical Metrics, Configuration Management and Capacity/Performance Studies.

d. Reviews technical content of assigned program Acquisition plans, to include Request for Proposals (RFP) and Statements of Work (SOW).

e. Provides technological management oversight for data element standardization, security, metrics, open systems environment, and telecommunications. The technological oversight

and implementation are performed by experts in their technology disciplines for each program.

f. Serves as the PEO technical representative for special projects.

g. Reviews DoD and HQDA regulations relating to technical policy and guidance.

h. Serves as Designated Approval Authority (DAA), Executive Agent and the Information Systems Security Manager for PEO STAMIS.

i. Manage Knowledge Management Development (KM and IDE-initial research & concept development).

j. Serves as PEO focal point in Army initiatives such as Digitization and Transformation, and maintains required liaisons and presences in experimentation locations.

k. Provides internal PEO STAMIS ADP support which includes the following:

-Maintenance of ADP equipment.

-Maintenance of the Local Area Network (LAN).

-Integration/installation of hardware, software and communications and associated security precautions.

-Serves as Information System Security Officer for PEO LAN/Workstations.

-Approves non-mission CAPRs for the PEO staff and PMOs.

-Participates in renovation planning with regard to LAN and communications.

-Operates the PEO LAN Helpdesk.

-Manages and executes graphics management phases for all PEO briefings to include digital images, hard copy and overheads. Coordinates with other directors in the preparation of briefing material.

-Monitors support received from matrix support organizations for all assigned programs to include the Memorandum of Agreement (MOA) between US Army Information Systems Engineering Command (ISEC) and the PEO which establishes local matrix support within the PEO.

-Manages the communications (phones, cell phones, pagers, ISDN/dedicated lines, etc) needed for the front office and 4 Directorates.

